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CURRENT PROBLEMS OF PUBLICITY  
IN THE INFORMATION SECURITY LAW

In a study on legal information se-
curity it is determined that “the issue 
of actual and potential threats to infor-
mation security of Ukraine is adequate-
ly determined in the Law of Ukraine 
“On National Security of Ukraine” and 
the Doctrine of Information Security of 
Ukraine. However, on closer inspection, 
this statement, on the one hand, is true, 
but on the other hand, is not quite com-
plete. 

Despite rather broad regulatory 
framework of information security, it is 
necessary to state that measures provid-
ed by this framework have organization-
al, administrative, technical, preventive 
and penalty nature.

The aim of the paper is to investi-
gate mechanisms for participation of 
Ukrainian people in provision of infor-
mation security in Ukraine and effective-
ness of these mechanisms.

Every man, often without realizing it, 
is in a permanent state of decision-mak-
ing.

It is clear that not only the existence 
of such objective factor as information 
influences the process and, more impor-
tantly, the result of the decision-making.

Crucial influence on the decision-mak-
ing process and the final outcome of this 
process have such factors as psycho-
logical and emotional state of the per-
son who makes decision, the degree of 
awareness of the full consideration of the 
issues requiring decision etc.

However, information and information 
influence play a crucial role in the deci-
sion-making process. Information support 
is the dominant, but not decisive one, fac-
tor in the process of decision-making and 
its final result – decision.

Communication at the level of ordi-
nary people has always been and will al-
ways be the most effective one against 
the communication on official and diplo-
matic levels, even given the same facts, 
evidences, and arguments.

News broadcast can be blocked by 
technical, organizational, administrative 
means, but communication between peo-
ple can not be banned even by the bor-
der, “iron curtain” or other restrictions.

When official diplomacy in the field of 
information security is more public and 
relies on civil organizations and ordinary 
people, the efficiency of its operations 
will be significantly enhanced.


